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머 리 말

본 표준은 국내 지상파 방송 매체를 통한 데이터 방송 서비스를 제공하기 위해 필요한 전송 시스템 및 수신 단말에 적용되는 전반적인 기술 규격을 정의하는 것을 목적으로 한다.

데이터 방송 서비스는 프로그램 관련 데이터 서비스, 독립 데이터 서비스, 양방향 서비스 등을 제공할 수 있어야 한다. 본 표준에는 이러한 데이터 서비스를 제공하기 위한 지상파 데이터 방송 전송 시스템 및 수신 단말에 적용되는 애플리케이션 규격, 전송 및 시그널링 규격 등의 제반 사항을 기술한다. **방송통신표준**

**KS X OT0001 : 2013**

**(2018 확인)**

|  |
| --- |
| **지상파 데이터 방송** |

Standard for Terrestrial Data Broadcasting

# 적용범위

본 표준은 국내 지상파 방송 매체를 통한 디지털 데이터 방송 서비스를 제공하기 위한 국내 지상파 데이터 방송 표준이다.

데이터 방송 서비스는 프로그램 관련 데이터 서비스, 독립 데이터 서비스, 양방향 서비스 등을 제공할 수 있어야 한다. 본 표준에는 이러한 데이터 서비스를 제공하기 위한 지상파 데이터 방송 전송 시스템 및 수신 단말에 적용되는 애플리케이션 규격, 전송 및 시그널링 규격 등의 제반 사항을 기술한다.

# 인용규격

- ATSC, A/101A, ‘ATSC Standard: Advanced Common Application Platform (ACAP)’, 2009. 2. 12.

- TTAK.OT-07.0111/R4, ‘지상파 데이터방송’, 2009.11

.

※ 특정 문서인 경우 해당 판본 이후의 개정판은 적용되지 않는다.

※ 일반 문서인 경우 최신 판본이 적용된다.

# 정의

본 표준의 목적을 위해 다음의 용어 정의가 적용된다.

## SEED

128 비트 블록 암호 알고리즘 표준(KISA/TTA/IETF RFC4009 참조)

# 일반 요구 사항

## 개방형 국제 표준 정립

현재 진행되고 있는 관련 국제 규격의 표준화 동향을 파악하고 필수적이고 공통적인 부분을 우선 표준화에 반영하여야 한다.

기술의 발전에 따라 부가되는 우수한 기술을 차기 표준화에 반영하는 프로파일 개념으로 표준화를 진행하여야 한다.

현재 시장에서 널리 활용되고 있거나 향후 표준으로 예상되는 기술이 우선적으로 고려되어야 한다.

## 상호 운용성 보장

네트워크 및 하드웨어 플랫폼에 독립적인 표준이어야 한다.

## 인터넷과의 연계

다양한 인터넷 콘텐츠를 활용하여 데이터 방송의 콘텐츠를 제작 및 보급 가능하여야 한다.

## 향후 기술 발전의 수용성 및 확장성

급속한 기술 발전에 따른 사용자의 요구 사항에 효율적으로 대응하여야 한다.

장래에 요구되는 기능을 쉽게 수용할 수 있도록 확장이 용이해야 하며, 확장성(scalability) 및 역방향 호환성(backward compatibility)을 보장하여야 한다.

## 저렴한 가격의 가입자 단말 장치 보급 가능성

국민 편의 제고를 위해 기존의 가입자 단말 장치에 하드웨어 및 소프트웨어의 부담이 적은 기술이어야 한다.

## 콘텐츠의 다용도 허용

기존에 개발된 서비스 및 콘텐츠의 재활용성을 높이기 위해 기존의 규격을 용이하게 수용할 수 있어야 한다.

## 데이터 방송 서비스 프로파일 정의

### 배경

기술 발전 및 관련 국제 규격의 변화에 따라 현재 구현 가능한 기술부터 단계적으로 표준화에 도입하여 국내 데이터 방송의 조기 활성화 및 국제적인 기술 경쟁력의 확보를 위하여 프로파일 개념을 도입한다.

프로파일 내의 표준 기술 적용 시의 고려 사항은 다음과 같다.

- 각 프로파일에 적용되는 표준 기술은 용도에 따른 데이터 표현 및 전송 방법, 애플리케이션 프로그램 실행 엔진 등을 포함하여 필요 기술의 전체를 기술하거나 관련 국제 규격을 규정하여 적용 시의 혼란을 최소화하여야 한다.

- 각 프로파일에 적용되는 표준 기술은 현재의 국제 표준 단체들이 정의하는 관련 규격과 전송 및 콘텐츠 사용 면에서 호환성을 가져야 한다.

### 프로파일

본 표준에서는 국내 디지털 방송의 데이터 방송을 위한 프로파일을 정의한다. 프로파일 1은 현재 관련 국제 규격에서 의무적으로 채택하고 있는 기술이고, 프로파일 2는 선택적으로 채택하고 있는 기술이며, 그 이상은 향후 기술 발전에 따라 추후 정의한다.

- 프로파일 1 : 국제 규격에서 의무적으로 정의하고 있는 기술 항목

- 프로파일 2 : 국제 규격에서 선택적으로 정의하고 있는 기술 항목

상위 프로파일을 정의하는 경우에 상위 프로파일은 하위 프로파일의 서비스 및 기술 요소를 포함하여야 한다.

표 4.1 디지털 데이터 방송 프로파일

|  |  |
| --- | --- |
| 디지털 데이터 방송 프로파일 | 적용 기술 규격 |
| 프로파일 1 | ACAP-J |
| 프로파일 2 | ACAP-J & ACAP-X |

## 텍스트 인코딩

데이터 방송(‘Transport protocol’ 포함)에서 사용하는 텍스트의 인코딩 방식은 UTF-8을 사용한다.

# 구조

## ACAP-J 애플리케이션 지원 환경

ACAP 문서 ‘A/101A’의 ‘5.1 Support for ACAP-J Applications’을 따라야 한다.

## ACAP-X 애플리케이션 지원 환경

ACAP 문서 ‘A/101A’의 ‘5.2 Support for ACAP-X Applications’을 따라야 한다.

# 전송 프로토콜

## 소개

ACAP 문서 ‘A/101A’의 ‘6.1 Introduction’을 따라야 한다.

## 방송 채널 프로토콜

### Object Carousel Protocol

#### Message Template

ACAP 문서 ‘A/101A’의 ‘6.2.1.1 Message Template’을 따라야 한다.

#### Service Gateway Message

ACAP 문서 ‘A/101A’의 ‘6.2.1.2 Service Gateway Message’를 따라야 한다.

#### Directory Message

ACAP 문서 ‘A/101A’의 ‘6.2.1.3 Directory Message’를 따라야 한다.

#### Message Descriptors

ACAP 문서 ‘A/101A’의 ‘6.2.1.4 Message Descriptors’를 따라야 한다.

#### File Message

ACAP 문서 ‘A/101A’의 ‘6.2.1.5 File Message’를 따라야 한다.

#### Stream Message

ACAP 문서 ‘A/101A’의 ‘6.2.1.6 Stream Message’를 따라야 한다.

#### Stream Event Message

ACAP 문서 ‘A/101A’의 ‘6.2.1.7 Stream Event Message’를 따라야 한다.

### Data Carousel Protocol

#### The Message Template

ACAP 문서 ‘A/101A’의 ‘6.2.2.1 The Message Template’을 따라야 한다.

#### Download Info Indication Message

ACAP 문서 ‘A/101A’의 ‘6.2.2.2 Download Info Indication Message’를 따라야 한다.

#### Download Server Initiate Message

ACAP 문서 ‘A/101A’의 ‘6.2.2.3 Download Server Initiate Message’를 따라야 한다.

## 6.3. 리턴 채널 프로토콜

### Network Specific Protocols

ACAP 문서 ‘A/101A’의 ‘6.3.1 Network Specific Protocols’을 따라야 한다.

### Internet Protocol

ACAP 문서 ‘A/101A’의 ‘6.3.2 Internet Protocol’을 따라야 한다.

### User Datagram Protocol(UDP)

ACAP 문서 ‘A/101A’의 ‘6.3.3 User Datagram Protocol(UDP)’을 따라야 한다.

### Transmission Control Protocol(TCP)

ACAP 문서 ‘A/101A’의 ‘6.3.4 Transmission Control Protocol(TCP)’을 따라야 한다.

### Hyper-Text Transfer Protocol(HTTP)

ACAP 문서 ‘A/101A’의 ‘6.3.5 Hyper-Text Transfer Protocol(HTTP)’을 따라야 한다.

### Domain Name Service(DNS)

ACAP 문서 ‘A/101A’의 ‘6.3.6 Domain Name Service(DNS)’를 따라야 한다.

### 국내 적용 사항

#### 리턴 채널 네트워크 프로토콜



그림 6.1 리턴 채널 네트워크 프로토콜

위 그림 6.1은 리턴 채널 네트워크에 해당하는 프로토콜을 나타내고 있으며, 그림에서 표시된 프로토콜을 지원하여야 한다. 또한, 추가적으로 6.3.7.2 절에 정의한 내용을 따라야 한다.

#### 리턴 채널 지원 프로토콜

##### Physical and Data-Link Layer

Physical and Data-Link Layer를 위한 프로토콜로 Ethernet 프로토콜10base-T(‘IEEE 802.3i’) 또는 100base-T(‘IEEE 802.3u’)를 권고한다.

이 외의 프로토콜은 필요시 지원할 수 있으며, 본 표준에서는 정의하지 않음을 원칙으로 한다.

##### Network Layer

ICMP(Internet Control Message Protocol, ‘RFC 792’)를 지원하여야 한다.

##### Application Protocol Layer

HTTP 1.1(HyperText Transfer Protocol, ‘RFC 2616’)을 지원하여야 한다.

사용자가 수동 및 자동으로 수신기(STB)의 IP 주소를 설정하는 방안을 제공하여야 하며, 자동 설정을 위한 프로토콜인 DHCP를 지원하여야 한다.

# 콘텐츠 형식

## 일반사항

ACAP 문서 ‘A/101A’의 ‘7.1 General’을 따라야 한다.

## 정적 형식

ACAP 문서 ‘A/101A’의 ‘7.2 Static Formats’을 따라야 한다.

## 방송 스트림 형식

비디오, 오디오, 폐쇄 자막 등의 방송 스트림 형식은 지상파 디지털 TV방송 송수신 정합 표준 문서 ‘TTAK.KO-07.0014/R2’를 따른다.

## 내장 폰트

.

| 폰트 종류 | 폰트 이름 또는 내용 |
| --- | --- |
| 기본 폰트 | Korea iTV SansSerifD |
| 추가 폰트(선택사항) | Korea iTV SerifD, Korea iTV SansSerifB |

위의 정의된 내장 폰트 서체에 대하여 TTF 타입 기준의 폰트를 이용한다. UTF 타입의 경우 TTF 타입 기준으로 동일한 정보를 제공하는 경우 이용 가능하다.

## 다운로더블 폰트(선택 사항)

다운로더블 폰트의 운용 방식은 ‘ETSI TS 101 812 V1.3.1’ MHP1.0.3 표준의 ‘7.4 Downlaodable Font’를 따르며 지원은 선택 사항으로 한다.

# 8. ACAP-X

## 정의

### 애플리케이션 정의

ACAP 문서 ‘A/101A’의 ‘8.1.1 Application Behavior’을 따라야 한다.

### 8.1.2. 자원 지정 스키마

ACAP 문서 ‘A/101A’의 ‘8.1.2 Resource Identifier Schemes’을 따라야 한다.

### 이벤트 처리 방식

ACAP 문서 ‘A/101A’의 ‘8.1.3 Event Processing’을 따라야 한다.

### Trigger 처리 방식

ACAP 문서 ‘A/101A’의 ‘8.1.4 Trigger processing’을 따라야 한다.

## 기타 사항

### Application Metadata Content

ACAP 문서 ‘A/101A’의 ‘8.2.1 Application Metadata Content’을 따라야 한다.

### Graphics Content

ACAP 문서 ‘A/101A’의 ‘8.2.2 Graphics Content’을 따라야 한다.

### Non-Streaming Video Content

ACAP 문서 ‘A/101A’의 ‘8.2.3 Non-Streaming Video Content’을 따라야 한다.

### Non-Streaming Audio Content

ACAP 문서 ‘A/101A’의 ‘8.2.4 Non-Streaming Audio Content’을 따라야 한다.

### Streaming Video Content

ACAP 문서 ‘A/101A’의 ‘8.2.5 Streaming Video Content’을 따라야 한다.

### Streaming Audio Content

ACAP 문서 ‘A/101A’의 ‘8.2.6 Streaming Audio Content’를 따라야 한다.

### Font Content

ACAP 문서 ‘A/101A’의 ‘8.2.7 Font Content’를 따라야 한다.

### Archive Content

ACAP 문서 ‘A/101A’의 ‘8.2.8 Archive Content’를 따라야 한다.

### Markup Content

ACAP 문서 ‘A/101A’의 ‘8.2.9 Markup Content’를 따라야 한다.

### Stylesheet Content

ACAP1.0 문서 ‘A/101A’의 ‘8.2.10 Stylesheet Content’를 따라야 한다.

### Script Content

ACAP 문서 ‘A/101A’의 ‘8.2.11 Script Content’를 따라야 한다.

## ACAP-X 보안

### 쿠키 접근

ACAP 문서 ‘A/101A’의 ‘8.3.1 Cookie Access’를 따라야 한다.

### Inter-Environment Bridge Access

ACAP 문서 ‘A/101A’의 ‘8.3.2 Inter-Environment Bridge Access’를 따라야 한다.

### Runtime Code Extension Access

ACAP 문서 ‘A/101A’의 ‘8.3.3 Runtime Code Extension Access’를 따라야 한다.

## ACAP-X 전송(ACAP-X Transport Specifics)

ACAP 문서 ‘A/101A’의 ‘8.4 ACAP-X Transport Specifics’을 따라야 한다.

### ACAP-X 전송 바인딩(ACAP-X Transport Binding)

ACAP 문서 ‘A/101A’의 ‘8.4.1 ACAP-X Transport binding’을 따라야 한다.

# 애플리케이션 모델

## 방송 ACAP 애플리케이션

ACAP 문서 ‘A/101A’의 ‘9.1 Broadcast ACAP Application’을 따라야 한다.

## ACAP-J Model

ACAP 문서 ‘A/101A’의 ‘9.2 ACAP-J Model’을 따라야 한다.

## ACAP-X Model

ACAP 문서 ‘A/101A’의 ‘9.3 ACAP-X Model’을 따라야 한다.

## 애플리케이션 간 리소스 관리

ACAP 문서 ‘A/101A’의 ‘9.4 Inter-application Resource Management’를 따라야 한다.

# 애플리케이션 시그널링

## 소개

ACAP 문서 ‘A/101A’의 ‘10.1 Introduction’을 따라야 한다.

## Program Map Table

ACAP 문서 ‘A/101A’의 ‘10.2 Program Map Table’을 따라야 한다.

## Application Information Table

ACAP 문서 ‘A/101A’의 ‘10.3 Application Information Table’을 따라야 한다.

## Application Specific Descriptor Sequence

ACAP 문서 ‘A/101A’의 ‘10.4 Application Specific Descriptor Sequence’를 따라야 한다.

## Application Representation Specific Descriptor Sequences

ACAP 문서 ‘A/101A’의 ‘10.5 Application Representation Specific Descriptor Sequences’를 따라야 한다.

# ACAP-J 플랫폼

ACAP 문서 ‘A/101A’의 ‘11 ACAP-J Platform’를 본 표준 11.4 절 국내 적용 사항을 적용하여 따라야 한다.

## Java Content

ACAP 문서 ‘A/101A’의 ‘11.1 Java Content’를 본 표준 11.4 절 국내 적용 사항을 적용하여 따라야 한다.

## 폰트 색인 콘텐츠

ACAP 문서 ‘A/101A’의 ‘11.2 Font Index Content’를 따라야 한다.

## 아카이브 콘텐츠

ACAP 문서 ‘A/101A’의 ‘11.3 Archive Content’를 따라야 한다.

## 국내 적용 사항

국내 지상파 데이터 방송 규격의 Java 플랫폼은 ‘JSR-218’ CDC1.1/‘JSR-217’ PBP 1.1을 따르며, ‘JSR-927’ Java TV 1.1를 따른다. 그러나, ‘JSR-218’ CDC 1.1/‘JSR-217’ PBP 1.1/‘JSR-927’ Java TV 1.1에 정의되어 있는 모든 패키지, 클래스 그리고 메소드들을 수용하지는 않는다. 본 표준 부속서 J와 참조 표준인 ACAP ‘A/101A’에서 정의하고 있는 ACAP-J Platform에 준하는 패키지, 클래스 및 메소드들만 수용하며 또한, 본 표준과 참조 표준인 ACAP ‘A/101A’에서 정의하고 있는 ACAP-J Platform의 제약 사항을 따라야 한다.

### OCAP 1.0.0 반영 사항

본 표준의 기능 향상을 위해 OCAP 1.0.0(‘OC-SP-OCAP1.0.0-070814’)의 아래의 내용을 반영한다.

#### OcapLocator

OCAP 1.0.0(‘OC-SP-OCAP1.0.0-070814’)의 ‘16.2.1.1 OCAP 1.0 Locators’를 따른다.

#### Persistent Storage API

OCAP 1.0.0(‘OC-SP-OCAP1.0.0-070814’)의 ‘13.3.7.5 Persistent Storage API’를 따른다.

### Version Properties

수신기에서는 아래 표 11.1과 같이 정의된 수신기가 지원하는 데이터 방송 표준 버전에 대한 시스템 속성값들을 탑재하여야 한다.

표 11.1 Version properties

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 속성 | 설명 | 형식 | 값 | 애플리케이션 접근 |
| acap.kr.version | 수신기가 지원하는 데이터 방송 표준 버전 | String(‘x.x.x’), major, minor, micro version을 ‘.’로 연결한 문자열 | ‘1.0.4’ | unsigned and signed |
| acap.kr.version.major | 수신기가 지원하는 미들웨어 major 버전 | String(‘x’), 숫자를 나타내는 문자열 | ‘1’ | unsigned and signed |
| acap.kr.version.minor | 수신기가 지원하는 미들웨어 minor 버전 | String(‘x’), 숫자를 나타내는 문자열 | ‘0’ | unsigned and signed |
| acap.kr.version.micro | 수신기가 지원하는 미들웨어 micro 버전 | String(‘x’), 숫자를 나타내는 문자열 | ‘4’ | unsigned and signed |

버전 속성값의 형식은 숫자를 나타내는 문자열로서 숫자 10진수(예, ‘1.0.4’, ‘1’, ‘0’, ‘4’)로 표현한다.

### System Properties

본 표준에서는 아래 표 11.2과 같이 시스템 속성값들을 정의하며 수신기에서는 아래 속성값들을 탑재하고 있어야 하며 정확한 값으로 설정되어 있어야 한다.

hardware.terminal\_id는 다른 수신기와 차별된 값을 지정하기 위해 수신기의 MAC address를 사용하며 형태는 ‘:’이 포함된 스트링이며 숫자는 대문자의 16진수로 길이가 17인 스트링(예, ‘12:34:56:78:9A:BC’)으로 한다.

표 11.2 시스템 프로퍼티

|  |  |  |  |
| --- | --- | --- | --- |
| 속성 | 설명 | 형식 | 애플리케이션 접근 |
| tcommerce.enable | t-commerce 애플리케이션 지원 여부 | String(‘true’/’false’) | unsigned and signed |
| storageapi.enable | Org.ocap.storage API 지원 여부, 즉, USB를 통한 외부 저장장치의 지원 여부 | String(‘true’/’false’) | unsigned and signed |
| hardware.terminal\_id | 수신기 ID | String(‘XX:XX:XX:XX:XX:XX’) | unsigned and signed |

# 보안

## 소개

ACAP 문서 ‘A/101A’의 ‘12.1 Introduction’을 따라야 한다.

## ACAP 신뢰 모델

ACAP 문서 ‘A/101A’의 ‘12.2 ACAP Trust Model’을 따라야 한다.

### 일반 규칙

ACAP 문서 ‘A/101A’의 ‘12.2.1 General Rules’을 따라야 한다.

### 지상파를 통해 수신된 애플리케이션

ACAP 문서 ‘A/101A’의 ‘12.2.2 Applications Received Over a Terrestrial Interface’를 따라야 한다.

### 케이블 인터페이스를 통해 수신된 애플리케이션

ACAP 문서 ‘A/101A’의 ‘12.2.3 Applications Received Over a Cable Interface’를 따라야 한다.

## 12.3. 애플리케이션 보안 정책

ACAP 문서 ‘A/101A’의 ‘12.3 Security Policy for Applications’을 따라야 한다.

## 12.4. GEM 보안 모델의 ACAP 확장

ACAP 문서 ‘A/101A’의 ‘12.4 ACAP Extensions to GEM Security Model’을 따라야 한다.

### ACAP Signing Framework

ACAP 문서 ‘A/101A’의 ‘12.4.1 ACAP Signing Framework’를 따라야 한다.

### ACAP Extensions to Security Policies for Applications

ACAP 문서 ‘A/101A’의 ‘12.4.2 ACAP Extensions to Security Policies for Applications’을 따라야 한다.

## 리턴 채널 보안

ACAP 문서 ‘A/101A’의 ‘12.5 Security over the Interaction Channel’을 따라야 한다.

## 플랫폼 최소 요구사항

ACAP 문서 ‘A/101A’의 ‘12.6 Platform Minima’를 따라야 한다.

## ACAP 보안 운용 모델

ACAP 문서 ‘A/101A’의 ‘12.7 ACAP Security Operational Model’을 따라야 한다.

## 국내 적용 사항

### Certificates and Certificate Revocation Lists

ACAP 문서 ‘A/101A’의 ‘12 Security’를 아래 사항을 적용하여 따라야 한다.

- 인증서 버전 : X.509 인증서 버전 3

- 전자서명을 위한 cryptographic algorithms : RSA with SHA-1, RSA with MD5 지원

- Key Agreement Algorithms : DH(Diffie-Hellman) 알고리즘 지원

### Secure Channel Protocols

#### TLS 1.0 지원

TLS Cipher Suites는 ‘ETSI TS 101 812 V1.3.1’ DVB MHP 1.0.3의 ‘Table 60 : Profile of cipher suites that implementations are required to support’를 기본으로 지원한다. 단, 암호 알고리즘은 한국정보보호진흥원에서 규정하고 있는 128 비트 SEED 블록 암호 알고리즘을 지원한다.

SUN의 JSSE상에서 SEED를 사용하기 위해서는 OID 등을 자체적으로 결정하고 SEED에 대한 provider를 만들어서 추가해야 한다.

SEED 알고리즘을 지원하는 cipher suite는 다음과 같이 정의한다.

- TLS\_RSA\_WITH\_SEED\_CBC\_SHA = {0x00, 0x96}

리턴 채널 보안과 관련하여 서버 인증이 기본이며 클라이언트 인증은 선택 사항이다.

#### 루트 인증서

서버 인증을 위한 루트 인증서는 애플리케이션과 함께 전송된다. 이때, 루트 인증서의 위치는 애플리케이션의 base directory로 한다.

루트 인증서가 동반되지 않은 경우, 미들웨어는 서버 인증을 생략하며, 필요 시 애플리케이션에서 자체적으로 JSSE API를 이용해서 수행할 수 있다.

루트 인증서의 파일 이름의 형식은 atsc.tls.<organization\_id>.<application\_id>.x 이며, id는 16진수로 표시한다.

예 : atsc.tls.00000004.0045.1

### 사용자 인증과 전자서명

데이터 방송을 이용하여 T-커머스와 T-뱅킹 등과 같은 양방향 서비스를 실시하기 위해서는 사용자 인증과 전자서명을 반드시 지원해야 하며 이를 위해 지원되어야 하는 서버와 수신기 사양은 다음과 같다.

#### 서비스 시나리오

사용자 인증 및 전자서명과 관련하여 수신기에서 인증서 처리를 위한 인터페이스와 인증 모듈을 위한 상시 저장 공간을 제공한다. 지상파 방송사는 공통의 인증 처리와 관련한 모듈을 개발하여 수신기에 저장될 수 있도록 한다. 실제 인증 처리는 수신기에 저장된 인증 모듈과 인증서를 이용해서 애플리케이션에 비즈니스 로직을 포함하여 애플리케이션이 전송되는 방법으로 수신기에 다운로드 되어서 실행된다.

인증 모듈 저장 방법 : 수신기는 지상파 방송사가 제공하는 공통의 인증 모듈을 수신기에 저장할 수 있도록 상시 저장 공간을 제공한다. 상시 저장 공간에 인증 모듈이 없을 시에는 인증을 필요로 하는 애플리케이션이 이를 다운로드받아 저장하여 사용한다. 저장된 인증 모듈의 갱신은 네트워크 또는 방송파를 통해 다운로드받아 수신기의 상시 저장 공간에 저장한다.

12.8.3.2. 수신기 지원 사항

- USB 메모리 인터페이스 : 수신기의 기능 제약상 개인 인증서의 신규 발급 및 갱신 기능을 수신기에서 모두 구현하는 것은 어려우므로 개인 인증서의 신규 발급과 갱신 기능은 PC를 사용하고 그 결과물인 개인 인증서를 사용할 수 있도록 수신기에서는 USB 메모리 인터페이스를 지원해야 한다. 이에 대한 자세한 내용은 부속서 0 이동식 저장 장치 접근 방식을 참조한다.

- 상시 저장 공간 : 수신기에서는 인증 모듈과 인증서 및 개인 키를 저장하기 위한 저장 공간을 제공해야 하며, 수신기 업체에 상관없이 단일화된 접근 방법을 제공해야 한다. 이때 사용되는 API는 11.4.1.2 절 Persistent Storage API를 따른다. 이에 대한 자세한 내용은 부속서 G의 인증 모듈 저장/사용 및 부속서 G의 이동식 저장 장치 접근 방식을 참조한다.

#### 방송사 지원 사항

커머스 서버 : 사용자 인증과 전자서명을 위해 방송사 커머스 서버에서는 수신기에서 처리되는 인증 모듈을 리턴 채널로 다운로드할 수 있어야 한다. 또한 수신기와 인터페이스하여 보안/인증과 관련된 로직을 처리해야 한다.

###  DVBClassloader

방송사에서 신뢰할 수 있는 채널로 전송된 애플리케이션이 DVBClassLoad를 사용하여 interaction channel을 통해 load하여 실행하고자 할 경우, 다음의 조건을 모두 만족할 경우에는 수신기의 security manager는 이를 허가한다.

- 방송사에서 신뢰할 수 있는 채널로 전송된 애플리케이션은 signed application 이어야 한다.

- 방송사에서 신뢰할 수 있는 채널로 전송된 애플리케이션에는 interaction channel 접근을 위한 적절한 permission request file이 있어야 한다.

- Interaction channel을 통해 다운로드되는 class 파일은 모두 ACAP signing framework에 따라 서명되어야 하며, 수신기에서 서명 검증되어야 한다.

수신기에서는 애플리케이션이 DVBClassLoader를 사용 interaction channel로 loading 하고자 하는 class 파일을 검증하기위해 해당 파일이 있는 디렉토리에 hashfile, signaturefile, certificates파일을 함께 다운받아 서명 검증한다. 애플리케이션의 서명 및 서명 검증을 위해 요구되는 코드 사인용 인증서 발급 체계는 본 표준 12.8.6 절에서 정의하고 있는 바를 따른다.

여러 개의 class 파일이 동일 디렉토리상에 존재할 경우에도 hashfile은 하나만 존재하며, 각각의 파일을 따로 digest하여야 한다. 즉 acap.hashfile 내부에 검증하고자 하는 classfile 개수만큼 digest\_count가 있어야 하며, 각각의 digest내부에 name\_count는 1이 되어야 한다.

jar 파일에 있는 class를 loading할 경우에는 class가 아닌 jar 파일에 대해 동일한 방법으로 검증하여야 한다.

signaturefile과 certificates파일은 각각 하나씩 존재하여야 하며, 재전송을 고려하여 acap 이외의 signaturefile과 certificates파일을 같은 디렉토리에 포함할 수도 있다. 즉 load하고자하는 파일이 있는 디렉토리에는 acap.signaturefile.1, acap.certificates.1 파일이 각각 반드이 존재하여야 하고, 재전송을 고려했을 때는 선택적으로 ocap.signaturefile.1, ocap.certificates.1 파일과 같이 타 표준 파일이 추가로 존재할 수 있다.

### PRF(Permission Request File)의 적용 범위

지상파로 전송된 애플리케이션은 trusted application으로 간주될 수 있다. 그러나 Default Sandbox를 제외하고, PRF에 의해 명백히 요청되지 않은 permission은 수신기에 의해 허가되지 않는다. 또한 수신기는, 그 정책에 따라, PRF에 의해 요청된 모든 permission 에 대한 허가를 할 의무는 없다. Default sandbox 리소스 및 추가 리소스에 관한 정의는 MHP1.0.3(‘ETSI TS 101 812 V1.3.1’)을 따른다.

### 코드 사인 검증 인증 체계

방송사에서 interaction channel을 통해 전송하는 애플리케이션의 서명 및 서명 검증을 위해 애플리케이션을 위한 코드 사인용 인증서 발급이 요구된다.

코드 사인용 인증서 발급을 위한 최상위 인증기관의 역할은 TTA에서 담당하며, TTA는 인증서 발급 정책, 인증서 발급 및 폐지, 인증서 관리 의무 등을 별도로 정의하여 그 역할을 수행한다.

##### 인증서 프로파일

TTA는 다음과 같이 정의한 인증서 프로파일에 따라 코드 사인을 위한 인증서들을 발급하며, 프로파일의 상세한 정의는 부속서I를 따른다.

표 12.1 RootCA 인증서 프로파일 요약

|  |  |  |
| --- | --- | --- |
| # | Field 명 | 값 |
| 1 | Version | V3 |
| 2 | Subject Name | C=KRO=TTAOU=ACAP PKICN=TTA ACAP Root CA |
| 3 | Signed By | Self-signed |
| 4 | Validity Period | 30+ years |
| 5 | Modulus Length | 2048 bits |
| 6 | Extensions | - KeyUsage [c,m](keyCertsign, cRL Sign)- subjectkeyidentifier [n,m]\*- basicConstraints [c,m](cA=true) |

\* [c] = critical, [n] = non-critical, [m] = mandatory, [o] = optional

표 12.2 CA 인증서 프로파일

|  |  |  |
| --- | --- | --- |
| # | Field 명 | 값 |
| 1 | Version | V3 |
| 2 | Subject Name | C=KRO= TTA (ACAP PKI) CN= TTA CVC CA |
| 3 | Signed By | TTA ACAP Root CA |
| 4 | Validity Period | 20 years |
| 5 | Modulus Length | 2048 bits |
| 6 | Extensions | - KeyUsage [c,m](keyCertsign, cRL Sign)- subjectkeyidentifier [n,m]- authorityKeyIdentifier [n,m]- basicConstraints [c,m](cA=true, pathLenConstraint=0)- subjectAltName [n,o] (Directory Address) |

표 12.3 애플리케이션 코드 사인용 인증서 프로파일

|  |  |  |
| --- | --- | --- |
| # | Field 명 | 값 |
| 1 | Version | V3 |
| 2 | Subject Name | C=<country>\*O=<Company Name>CN=<Company Name> Application CVC |
| 3 | Signed By | TTA CVC CA |
| 4 | Validity Period | Up to 10 years |
| 5 | Modulus Length | 1024, 1536 or 2048 |
| 6 | Extensions | - extendedKeyUsage [c,m](id-kp-codeSigning)- subjectkeyidentifier [n,m]- authorityKeyIdentifier [n,m]- CrlDistributionPoint [c,o] |

\* <country> = KR 등의 국가명

\*\*<organization\_ID> : DVB Consortium에서 ID를 발급받아 인증서 신청을 함

각 방송사들을 애플리케이션 코드 사인용 인증서를 TTA로부터 발급받아 리턴 채널을 통해 전송하는 애플리케이션을 코드 사인한다.

#### 인증서 폐지 목록(CRL) 프로파일의 전송

인증서 폐지 목록은 방송사의 지상파 데이터 방송 채널을 통해 수신기로 송출하거나 리턴 채널을 통해 수신기가 다운로드 받을 수 있도록 지원할 수 있다.

전송하는 인증서 폐지 목록 중 애플리케이션 인증서들에 대한 폐지 목록의 파일 이름은 다음과 같이 정의한다.

- acap.crl.<x>

여기에서 <x>는 각각의 crl 파일을 검증하기 위해 요구되는 crl을 발급한 인증서의 <x> 부분과 대응되어야 한다.

전송하는 인증서 폐지 목록 중 root 인증서로 발급한 인증기관 인증서들에 대한 폐지 목록의 파일 이름은 다음과 같이 정의한다.

- acap.crl.root.<x>

여기에서 <x>는 단지 acap.crl.root 파일이 같은 디렉토리에 하나 이상 존재할 경우를 고려하여 식별자로서 붙여준다.

#### RootCA 인증서 관리 메시지 파일 이름 정의

국내 지상파 데이터 방송 코드 사인 인증서의 Root 인증서 관리 메시지의 파일 이름은 다음과 같이 정의한다.

- acap.rcmm

따라서, 최근의 acap.rcmm을 수신하였을 경우, 수신기가 이름을 변경하여 저장해야 하는 이전의 rcmm 메시지 파일 이름은 acap.rcmm.<x>와 같이 정의하도록 하며, 여기서 x는 1, 2, 3과 같은 integer 숫자로 중복없이 1부터 차례로 붙여야 한다.

# 그래픽 참조 모델

ACAP 문서 ‘A/101A’의 ‘13 Graphics Reference Model’을 따라야 한다.

# 시스템 통합

## 리소스 참조 및 로케이터

ACAP 문서 ‘A/101A’의 ‘14.1 Resource Reference and Locators’를 따라야 한다.

#### ACAP URI scheme

ACAP 문서 ‘A/101A’의 ‘14.1.1 ACAP URI Scheme’을 따라야 한다.

## 영구 로컬 저장 공간

ACAP 문서 ‘A/101A’의 ‘14.2 Persistent Local Storage’를 따라야 한다.

# 최소 수신기 요구 사항

## 일반

ACAP 문서 ‘A/101A’의 ‘15.1 General’을 따라야 한다.

## 사용자 입력

ACAP 문서 ‘A/101A’의 ‘15.2 User Input’을 따라야 한다.

### 리모콘 UI

리모콘의 칼라 버튼 순서는 R, G, Y, B(왼쪽 우선)로 한다.

## 그래픽

ACAP 문서 ‘A/101A’의 ‘15.3 Graphics’를 따라야 한다.

### 그래픽 해상도

수신기는 SD의 경우 640x480 이상, HD의 경우 960x540 이상의 해상도를 가지는 그래픽 평면을 제공해야 한다.

### Color Model

수신기는 아래와 같이 총 32 bits의 color model을 지원하는 그래픽 평면을 제공해야 한다.

- Alpha : red : green : blue = 8 : 8 : 8 : 8

### Translucency(alpha 값)

수신기는 비디오 위에 불투명하게 그래픽을 표현하기 위하여 총 8 bits(256 level) alpha blending을 지원해야 한다.

# 상세한 플랫폼 프로파일 정의

## 일반 사항

ACAP 문서 ‘A/101A’의 ‘16.1 General’을 따라야 한다.

## MHP 정의의 수정

### 캐러셀

ACAP 문서 ‘A/101A’의 ‘16.2.1 Carousel’을 따라야 한다.

#### NSAP Address

ACAP 문서 ‘A/101A’의 ‘16.2.1.1 NSAP Address’를 따라야 한다.

#### Content Type and Timestamp Inheritance

ACAP 문서 ‘A/101A’의 ‘16.2.1.2 Content Type and Timestamp Inheritance’를 따라야 한다. 단, Service Gateway Object에 Content Type Descriptor가 없을 경우, default 값으로 ACAP ‘A/101A’의 ‘16.2.1.2’에서 지정한 “application/java” 또는 “application/dvbj”를 사용하여야 한다.

#### Application transport over HTTP

ACAP 문서 ‘A/101A’의 ‘16.2.1.3 Application transport over HTTP’를 따라야 한다.

#### Time Stamp Descriptor

ACAP 문서 ‘A/101A’의 ‘16.2.1.4 Time Stamp Descriptor’를 따라야 한다.

#### Usage of Private Data for non-ACAP Extensions

ACAP 문서 ‘A/101A’의 ‘16.2.1.5 Usage of Private Data for non-ACAP Extensions’을 따라야 한다.

#### Data Broadcast Descriptor

ACAP 문서 ‘A/101A’의 ‘16.2.1.6 Data Broadcast Descriptor’를 따라야 한다.

### Application Signaling

#### Application Content Types

ACAP 문서 ‘A/101A’의 ‘16.2.2.1 Application Content Types’을 따라야 한다.

#### Application Protocol ID

ACAP 문서 ‘A/101A’의 ‘16.2.2.2 Application Protocol ID’를 따라야 한다.

#### Signaling of Profiles and Versions Required by Applications

ACAP 문서 ‘A/101A’의 ‘16.2.2.3 Signaling of Profiles and Versions Required by Applications’을 따라야 한다.

#### ACAP-X Extensions

ACAP 문서 ‘A/101A’의 ‘16.2.2.4 ACAP-X Extensions’을 따라야 한다.

# 정합

## GEM과의 호환성

ACAP 문서 ‘A/101A’의 ‘17.1 Compliance with GEM’을 따라야 한다.

### . MHP 정의 수정

ACAP 문서 ‘A/101A’의 ‘17.1.1 Modifications to MHP Definitions of Functional Equivalents’를 따라야 한다.

# 모니터 애플리케이션

ACAP 문서 ‘A/101A’의 ‘18 Monitor Application’를 따라야 한다.

1.

Content Identification API

ACAP 문서 ‘A/101A’의 ‘Annex A1 PACKAGE ORG.ATSC.SI’을 따라야 한다.

1.

Document Type Definitions(Normative)

**B.1. SCOPE**

 ACAP 문서 ‘A/101A’의 ‘Annex B1’을 따라야 한다.

**B.2. ACAP PERMISSION REQUEST FILE DOCUMENT TYPE**

 ACAP 문서 ‘A/101A’의 ‘Annex B2’를 따라야 한다.

**B.3. ACAP-J FONT INDEX FILE DOCUMENT TYPE**

 ACAP 문서 ‘A/101A’의 ‘Annex B3’을 따라야 한다.

**B.4. ACAP-X APPLICATION METADATA DOCUMENT TYPE**

 ACAP 문서 ‘A/101A’의 ‘Annex B4’를 따라야 한다.

**B.5. ACAP-X MARKUP DOCUMENT TYPE**

 ACAP 문서 ‘A/101A’의 ‘Annex B5’를 따라야 한다.

1.

Data Piping 프로토콜

데이터 방송 서비스를 제공함에 있어서 사용자 고유의 콘텐츠를 Data Piping 프로토콜을 이용하여 전송하는 것을 선택적으로 지원한다.

1.

수신기의 표준 준수 시험을 위한 인터페이스

(Interface for Conformance Testing of a Receiver)

지상파 데이터 방송 수신기에 대한 표준 적합성 시험을 위해서는, 시험 애플리케이션 송출이 필요하고 수신기는 이를 수신하여 실행한 다음 실행 결과를 출력해야 한다. 일반적으로, 데이터 방송 표준 적합성 시험을 위해서는 수천 개에 달하는 시험 애플리케이션들을 송출하고 시험 결과를 수집하는 장치가 요구된다. 이와 같은 장치를 시험 서버라고 한다면, 수신기에서 실행하고 있는 시험 애플리케이션이 시험 서버와 약속된 프로토콜을 통해 시험 과정에서 필요한 데이터를 교환할 수 있도록 수신기와 시험 서버 간의 통신 방식 및 수신기와 시험 애플리케이션 간의 인터페이스 정의가 필요하고 수신기는 이를 지원하여야 한다.

D.1 절에서 수신기와 시험 서버 간의 통신 방식을 정의하고, D.2 절에서는 시험 애플리케이션과 시험 서버가 시험에 필요한 데이터를 주고받을 수 있도록 수신기가 제공하여야 하는 지상파 데이터 방송 테스트 API에 대해 기술한다.

**D.1. 수신기와 시험 서버 간의 통신 방식**

지상파 데이터 방송 표준에서 정의한 바에 의하면, 수신기는 리턴 채널을 지원해야 하고, 리턴 채널 프로토콜들 중 하나로 TCP/IP를 지원하도록 규정하고 있으므로, 수신기와 시험 서버 간의 통신 방식은 리턴 채널을 이용한 TCP/IP 소켓 인터페이스를 사용한다. 따라서, 지상파 데이터 방송 수신기는 표준 적합성 시험을 위해 아래와 같은 물리적 통신 인터페이스와 통신 프로토콜을 지원하여야 한다.

**D.1.1. 물리적 통신 인터페이스**

수신기는 지상파 데이터 방송 표준에서 리턴 채널의 Physical 및 Data-Link Layer로서 권고하고 있는 Ethernet 인터페이스를 지원하고 RJ-45 커넥터를 지원하여야 한다.

**D.1.2. 통신 프로토콜**

수신기는 시험 서버와의 통신을 위해 지상파 데이터 방송 표준에서 기술하고 있는 리턴 채널의 TCP/IP 프로토콜을 지원하여야 한다.

**D.2. 지상파 데이터 방송 테스트 API**

지상파 데이터 방송 수신기에 대한 표준 적합성 시험을 위해 수신기에서 실행하는 시험 애플리케이션이 시험 서버와 시험에 필요한 데이터를 주고 받을 수 있도록 표준 적합성 시험용 API인 org.acap.test.ACAPTest 클래스를 정의하고, 수신기는 이를 지원하여야 한다.

ACAPTest 클래스는 시험 애플리케이션과 시험 서버가 TCP/IP 프로토콜을 기반으로 메시지를 송수신할 수 있는 인터페이스를 제공하는 API로서, 수신기와 시험 서버 간의 통신 채널을 설정하고 초기화하는 initialize() 메소드, 수신기에서 시험 서버로 메시지를 송신하는 sendMessage() 메소드, 그리고 시험 서버로부터 메시지를 수신하는 receiveMessage() 메소드 등으로 구성된다.

ACAPTest 클래스의 initialize()에 의해 수신기와 시험 서버 간의 TCP/IP 통신 채널이 설정되는데, 설정된 통신 채널은 수신기가 reboot하기 전까지는 병행 실행하는 모든 시험 애플리케이션들이 공통으로 사용하는 구조이므로, 이를 고려하여 시험 애플리케이션을 작성하여야 한다.

ACAPTest 클래스의 sendMessage()와 receiveMessage()에 의해 전달되는 메시지는 일련의 바이트 열로 구성된 데이터로서, ACAPTest 클래스를 구현하는 수신기는 메시지의 내용이나 포맷을 수정하지 말아야 한다. 그러나, 송수신 메시지의 끝을 의미하는 MESSAGE\_TERMINATION\_BYTE에 대해서는 ACAPTest 클래스 구현에서 처리하여야 한다. 즉, sendMessage()에서는 시험 서버로 메시지를 송신할 때 메시지 끝에 MESSAGE\_TERMINATION\_BYTE를 추가하여 송신하여야 하며, receiveMessage()에서는 시험 서버로부터 수신한 메시지를 시험 애플리케이션에게 전달할 때 MESSAGE\_TERMINATION\_BYTE를 제외해야 한다.

다음은 ACAPTest 클래스의 구현 예제이다. 이 예제는 단지 ACAPTest 클래스 구현을 위한 참조용으로 사용될 수 있으며, 어떠한 기술 지원이나 유지보수의 책임을 지지 않는다. 즉, 아래 코드 사용에 대한 책임은 전적으로 ACAPTest 클래스 개발자에게 있다.

/\*

 \* ACAPTest의 구현 예제로서, 아래의 코드 사용에 대한 모든 책임은 사용자에게 있다.

 \*/

package org.acap.test;

import java.io.\*;

import java.net.\*;

import java.security.\*;

public class ACAPTest {

 /\*\*

 \* 시험 서버와 수신기 간에 byte array 형식의 메시지를 송수신하는 데 있어서,

 \* 메시지의 마지막임을 표시하기 위한 값

 \*/

 public final static byte MESSAGE\_TERMINATION\_BYTE = (byte)0;

 /\*\*

 \* 시험 서버와 수신기 간에 송수신하는 메시지의 최대 바이트 수

 \*/

 public final static int MAX\_MESSAGE\_LENGTH = 1500;

 private static final int SOCKET\_CREATE\_RETRY\_COUNT = 10;

 private static final int SOCKET\_CREATE\_RETRY\_WAIT\_MILLIS = 1000;

 // Flag to check if initialize() method has ever been executed.

 private static boolean initializeCalled = false;

 private static boolean initSucceeded = false;

 private static BufferedInputStream bufferedInputStream = null;

 private static BufferedOutputStream bufferedOutputStream = null;

 /\*\*

 \* 객체 생성을 막기 위한 private constructor

 \*/

 private ACAPTest() {}

 /\*\*

 \* 이 메소드는 시험 애플리케이션에 의해 호출되어, 수신기가 시험 애플리케이션과

 \* 시험 서버간의 메시지 송수신을 위한 TCP/IP 통신 채널을 초기화한다.

 \*

 \* @param ateIP 시험 서버의 IP V4 주소를 가리키는

\* "xxx.xxx.xxx.xxx" 형식의 문자열

 \* @param atePort 메시지 송수신 채널로서 사용될 시험 서버의

 \* TCP Port 번호

 \*/

 public static synchronized void initialize(final String ateIP, final int atePort) throws IOException {

 if (initializeCalled) {

 System.err.println("ACAPTest.initialize() already called!.");

 return;

 }

 initializeCalled = true;

 Socket socket = null;

 try {

 socket = (Socket) AccessController.doPrivileged(

 new PrivilegedExceptionAction() {

 public Object run() throws Exception {

 int socketCreateTriesLeft = SOCKET\_CREATE\_RETRY\_COUNT;

 Socket socket = null;

 while (socket == null) {

 try {

 socket = new Socket(InetAddress.getByName(ateIP), atePort);

 }

 catch( IOException ioe ) {

 if( --socketCreateTriesLeft < 0) {

 throw ioe;

 }

 try {

 Thread.sleep( SOCKET\_CREATE\_RETRY\_WAIT\_MILLIS );

 }

 catch( InterruptedException ignore ) {

 }

 }

 }

 return socket;

 } // run

 }

 );

 }

 catch (PrivilegedActionException pae) {

 Exception e = pae.getException();

 System.err.println("ACAPTest.initialize got exception : e = " + e);

 if (e instanceof IOException) throw (IOException) e;

 else throw (RuntimeException) e;

 }

 bufferedInputStream = new BufferedInputStream(socket.getInputStream());

 bufferedOutputStream = new BufferedOutputStream(socket.getOutputStream());

 initSucceeded = true;

 }

 /\*\*

 \* byte array 형식으로 주어진 메시지를 TCP 소켓을 통하여 시험 서버로 송신한다.

 \*/

 public static synchronized void sendMessage(final byte[] rawMessage) throws IOException {

 if (!initSucceeded) {

 throw new IOException("ACAPTest has not been successfully initialized.");

 }

 if (rawMessage == null) {

 throw new IllegalArgumentException("rawMessage is null ");

 }

 for (int i = 0; i < rawMessage.length; i++) {

 if (rawMessage[i] == MESSAGE\_TERMINATION\_BYTE) {

 throw new IllegalArgumentException("rawMessage contains "

 + "MESSAGE\_TERMINATION\_BYTE at " + i + "th byte!");

 }

 }

 try {

 AccessController.doPrivileged(

 new PrivilegedExceptionAction() {

 public Object run() throws Exception {

 bufferedOutputStream.write(rawMessage, 0, rawMessage.length);

 bufferedOutputStream.write(MESSAGE\_TERMINATION\_BYTE);

 bufferedOutputStream.flush();

 return null;

 } // run

 } // new PrivilegedAction

 ); // doPrivileged

 }

 catch (PrivilegedActionException pae) {

 Exception e = pae.getException();

 System.err.println("ACAPTest.sendMessage got " + e);

 if (e instanceof IOException) throw (IOException) e;

 else throw (RuntimeException) e;

 }

 }

 /\*\*

 \* 시험 서버로부터 byte array 형식의 메시지를 TCP 소켓을 통하여 수신한다.

 \*/

 public static synchronized byte[] receiveMessage() throws IOException {

 if (!initSucceeded) {

 throw new IOException("ACAPTest has not been successfully initialized.");

 }

 byte[] receivedMsg = null;

 try {

 receivedMsg = (byte[]) AccessController.doPrivileged(

 new PrivilegedExceptionAction() {

 public Object run() throws Exception {

 int count = 0;

 byte[] recvBuf = new byte[MAX\_MESSAGE\_LENGTH];

 while(true) {

 byte rcvdByte = (byte)(bufferedInputStream.read() & 0xff);

 if (rcvdByte == MESSAGE\_TERMINATION\_BYTE)

 break;

 if (count < MAX\_MESSAGE\_LENGTH) {

 recvBuf[count]= rcvdByte;

 count++;

 }

 else {

 // Any bytes received beyond MAX\_MESSAGE\_LENGTH

 // should be discarded. !!

 System.err.println("receive : [WARN] Msg from ATE exceeds MAX\_MESSAGE\_LENGTH! So, Discarded!!\n");

 }

 }

 byte[] ret = new byte[count];

 System.arraycopy(recvBuf, 0, ret, 0, count);

 return ret;

 } // run

 } // new PrivilegedAction

 ); // doPrivileged

 }

 catch (PrivilegedActionException pae) {

 Exception e = pae.getException();

 System.err.println("ACAPTest.receiveMessage got " + e);

 if (e instanceof IOException) throw (IOException) e;

 else throw (RuntimeException) e;

 }

 return receivedMsg;

 }

}

|  |
| --- |
| **Class Summary** |
| ClassesACAPTest | 이 클래스는 수신기와 시험 서버 간에 TCP/IP 프로토콜을 사용하는 간단한 형태의 메시지 송수신 방법을 제공한다. |

**org.acap.test
ACAPTest**

**Declaration**

public class **ACAPTest**

java.lang.Object

 |

 +--**org.acap.test.ACAPTest**

**Description**

이 클래스는 수신기와 시험 서버 간에 TCP/IP 프로토콜을 사용하는 간단한 형태의 메시지 송수신 방법을 제공한다. TCP/IP 통신 채널을 제공하기 위한 물리적 수단에 대한 규정은 지상파 데이터 방송 표준의 본문에서 명시되어야 한다.

이 클래스를 사용하는 시험 애플리케이션은 반드시 initialize()를 먼저 호출하여 시험 서버와의 통신 채널을 초기화한 후 sendMessage()나 receiveMessage() 메소드를 사용하여야 한다. initialize() 호출을 통하여 통신 채널이 연결되면 수신기가 reboot되기 전까지는 이 연결을 유지해야 한다.

시험 애플리케이션과 시험 서버와의 메시지 송수신은 공통된 하나의 통신 채널을 통하여 이루어져야 하며, 만일 둘 이상의 시험 애플리케이션이 동시에 통신 채널을 사용하고자 하는 경우에 각각의 메시지 송수신이 독립적이고 순차적으로 이루어지도록 보장되어야 한다. 시험 애플리케이션이 이 클래스가 제공하는 메소드의 기능을 사용하는데 있어서 어떤 Permission이 요구될 경우, 그 메소드를 수행하는 동안에는 Permission을 허용해 주어야 한다. 예를 들어, 시험 애플리케이션이 SocketPermission을 갖고 있지 않더라도 Socket 사용이 허용되어야 한다.

|  |
| --- |
| **Member Summary** |
| **Fields**static int MAX\_MESSAGE\_LENGTH시험 서버와 수신기 간에 송수신하는 메시지의 최대 바이트 수static byte MESSAGE\_TERMINATION\_BYTE시험 서버와 수신기 간에 byte array 형식의 메시지를 송수신하는 데 있어서, 메시지의 마지막임을 표시하기 위한 값**Methods**static void initialize(java.lang.String ateIP, int atePort)이 메소드는 시험 애플리케이션에 의해 호출되어, 수신기가 시험 애플리케이션과 시험 서버간의 메시지 송수신을 위한 통신 채널을 초기화하도록 한다.static byte[] receiveMessage()시험 서버로부터 byte array 형식의 메시지를 TCP 소켓을 통하여 수신한다.static void sendMessage(byte[] rawMessage)byte array 형식으로 주어진 메시지를 TCP 소켓을 통하여 시험 서버로 송신한다. |

|  |
| --- |
| **Inherited Member Summary** |
| **Methods inherited from class java.lang.Object**clone(), equals(Object), finalize(), getClass(), hashCode(), notify(), notifyAll(), toString(), wait(), wait(), wait() |

**Fields**

**MESSAGE\_TERMINATION\_BYTE**

public static final byte MESSAGE\_TERMINATION\_BYTE

시험 서버와 수신기 간에 byte array 형식의 메시지를 송수신하는 데 있어서, 메시지의 마지막임을 표시하기 위한 값

**MAX\_MESSAGE\_LENGTH**

public static final int MAX\_MESSAGE\_LENGTH

시험 서버와 수신기 간에 송수신하는 메시지의 최대 바이트 수

**Methods**

**initialize(String, int)**

public static void **initialize**(java.lang.String ateIP,

 int atePort)

 throws java.io.IOException

이 메소드는 시험 애플리케이션에 의해 호출되어, 수신기가 시험 애플리케이션과 시험 서버 간의 메시지 송수신을 위한 TCP/IP 통신 채널을 설정하고 초기화한다.

시험 애플리케이션이 이 메소드를 호출할 시점에는 이미 시험 서버가 시험 애플리케이션이 연결하고자 하는 TCP 포트에 대해 서버 소켓을 열고 대기하고 있는 것으로 가정한다. 만일 주어진 IP 주소와 TCP Port를 사용하여 시험 서버와의 소켓 연결에 실패하는 경우는 IOException을 발생시킨다.

이 메소드가 두 번 이상 호출될 경우, 첫 번째 호출에서만 통신 채널 설정 작업을 수행하고, 첫 번째 이후의 호출은 무시된다. 즉, 첫 번째 호출에서 초기화 작업이 실패하였더라도, 그 이후의 호출에서 통신 채널 초기화를 재시도하지 않는다.

initialize() 호출을 통하여 통신 채널이 연결되면 수신기가 reboot되기 전까지는 이 연결을 유지해야 한다.

**Parameters**:

ateIP – 시험 서버의 IP V4 주소를 가리키는 "xxx.xxx.xxx.xxx" 형식의 문자열

atePort – 메시지 송수신 채널로서 사용될 시험 서버의 TCP Port 번호

**Throws:**

java.io.IOException - 통신 채널 초기화 과정에 오류가 발생하는 경우

**receiveMessage()**

public static byte[] **receiveMessage**()

 throws java.io.IOException

시험 서버로부터 byte array 형식의 메시지를 수신한다. 시험 서버로부터 수신되는 메시지는 수정되지 않고 그대로 반환 값으로 전달되어야 한다.

시험 서버로부터 수신되는 데이터는 MESSAGE\_TERMINATION\_BYTE를 수신하기 전까지 byte array로 축적하였다가 반환해야 하며, 만일 수신되는 데이터의 길이가 MAX\_MESSAGE\_LENGTH를 초과하는 경우에는 MAX\_MESSAGE\_LENGTH 이후부터 MESSAGE\_TERMINATION\_BYTE를 수신할 때까지의 데이터는 버려진다.

**Returns**:

시험 서버로부터 수신한 byte array 형식의 메시지. 최대 길이는 MAX\_MESSAGE\_LENGTH이며 MESSAGE\_TERMINATION\_BYTE는 포함하지 않는다.

**Throws:**

java.io.IOException – initialize() 메소드가 호출되지 않았거나, initialize() 수행 시 통신 채널 초기화에 성공하지 못했거나, 메시지 수신 과정에서 오류가 발생하는 경우

**sendMessage(byte[])**

public static **void sendMessage**(byte[] rawMessage)

 throws java.io.IOException

byte array 형식으로 주어진 메시지를 TCP 소켓을 통하여 시험 서버에 송신한다. 주어진 메시지는 수정되지 않고 그대로 시험 서버에 전달되어야 한다.

시험 애플리케이션이 인자로서 넘겨주는 byte array에는 임의의 데이터가 포함될 수 있으나, MAX\_MESSAGE\_LENGTH와 같거나 적은 길이여야 하고, MESSAGE\_TERMINATION\_BYTE를 포함하지 않아야 한다.

**Parameters:**

rawMessage - 시험 서버로 송신하고자 하는 메시지

**Throws:**

java.lang.IllegalArgumentException - rawMessage가 null이거나, MAX\_MESSAGE\_LENGTH 보다 큰 길이를 갖거나, MESSAGE\_TERMINATION\_BYTE를 포함하고 있는 경우

java.io.IOException – initialize() 메소드가 호출되지 않았거나, initialize() 수행 시 통신 채널 초기화에 성공하지 못했거나, 메시지 송신 과정에서 오류가 발생하는 경우

1.

OCAP 1.0 OcapLocator API

‘OC-SP-OCAP1.0.0-070814’ OCAP 1.0.0의 ‘Annex I OCAP 1.0 Net API OcapLocator API’를 따른다.

1.

OCAP 1.0 Storage API

‘OC-SP-OCAP1.0.0-070814’ OCAP 1.0.0의 ‘Annex V OCAP 1.0 Storage API’를 따른다.

부속서 G

이동식 저장 장치 접근 및 인증 모듈 저장/사용 방식

(Methods for Removable Storage Device Accessing and Certification Module Storing/Using)

**G.1. 이동식 저장 장치 접근 방식**

사용자의 인증서를 수신기에 전달하기 위하여 이동식 저장 장치를 사용하는데, 이동식 저장 장치에 접근하기 위한 API는 11.4.1.2절 Persistent Storage API를 이용한다. 이동식 저장 장치를 위한 StorageProxy의 StorageOption은 DetachableStorageOption이나 RemovableStorageOption을 가지게 되며, 이동식 저장 장치의 모든 파일을 접근할 수 있도록 제공되는 LogicalStorageVolume을 사용하여 인증서와 개인 키를 읽는다. 이 LogicalStorageVolume은 하위 디렉토리에 대해 read의 권한만 주어진다.

이동식 저장 장치에 접근하여 인증서와 개인 키 등의 데이터를 읽기 위해서는 보안 인증 모듈을 사용하는 애플리케이션이 permission request file의 “file” element가 “true”의 값을 가져야 한다.

인증서와 개인 키 등의 데이터를 읽기 위해 한글로 인코딩된 이름을 가지는 파일 및 디렉토리에 접근할 수 있어야 한다.

**G.2. 인증 모듈 저장/사용 방식**

인증 모듈의 저장을 위해 수신기는 상시 저장 공간을 제공하며, ACAP 애플리케이션이 인증 모듈의 저장/갱신/삭제를 주관한다. 상시 저장 공간을 접근하기 위한 API는 11.4.1.2 절 Persistent Storage API를 이용한다. 수신기는 이를 위해 기본적으로 하나의 LogicalStorageVolume을 제공하며 이 LogicalStorageVolume의 owner는 수신기이다. 이 LogicalStoreVolume은 지상파 방송국의 organization\_id를 가진 애플리케이션에 의해서만 read/write 권한이 주어진다.

애플리케이션이 인증 모듈의 목적으로 만들어진 LogicalStorageVolume을 구분할 수 있는 방법이 제공되어야 하는데, StorageOption이 DetachableStorageOption이나 RemovableStorageOption이 아닌 모든 StorageProxy에서 얻어지는 모든 LogicalStorageVolume에 대해 getPath() API를 수행하여 나오는 결과의 하위 디렉토리 경로가 ‘OCAP\_LSV/ACAP\_SECURITY’ 이면 이 LogicalStorageVolume을 보안 인증 모듈을 위한 것이라고 판단한다.

구해진 LogicalStorageVolume에 APP\_MODULE과 CERT 디렉토리가 존재하는데 보안 인증 모듈은 APP\_MODULE 디렉토리를 사용하고 이동식 저장 장치로부터 옮겨진 사용자 인증서/비밀 키는 CERT 디렉토리를 사용한다.

각 방송사의 애플리케이션이 보안 인증 모듈을 사용하기 위해서는 permission request file에 “file” element가 “true”의 값을 가져야 한다.

1.

실시간 업데이트 데이터 처리 방법

(Real-time Updating Methods of Application’s Data)

실시간으로 애플리케이션의 데이터를 업데이트 하는 방법에는 모듈 업데이트와 Stream Event를 이용하는 방법이 있다.

**H.1. 모듈 업데이트 이용**

애플리케이션 데이터 파일 메시지를 포함하고 있는 캐러셀 모듈의 버전 변경을 통해 업데이트를 처리하는 방식이다. 파일 메시지의 업데이트를 모듈 데이터의 버전이 변경되었을 때 이 모듈 내에 포함되어 있는 메시지 object가 업데이트 되었다는 것을 의미한다. 하지만 하나의 모듈 내에는 여러 개의 OC 메시지 object가 포함될 수 있으며 모듈의 버전 변경이 모듈 내에 포함된 모든 파일 메시지 object의 버전 변경을 의미하지는 않는다(MHP 1.0.3 B.5.1). 그러므로 모듈의 버전이 변경되면 해당 모듈에 포함된 모든 메시지 object들이 업데이트 되었을 수 있다고 가정하고 업데이트에 필요한 처리하여야 한다.

이러한 문제를 극복하기 위해 Time Stamp Descriptor를 이용할 수 있다(하지만 이 descriptor의 본래 목적은 OC에 포함된 파일의 버전을 체크하기 위한 것이 아니므로, 이 방식을 사용한 업데이트 확인은 미들웨어가 구현해야 하는 필수 사항이 아닌 참조 사항이다).

**H.1.1. Time Stamp Descriptor 이용 방법**

Time Stamp Descriptor는 이를 포함하고 있는 object의 가장 최근에 수정된 시간 정보를 담고 있다. 이 정보를 사용하여 모듈 업데이트가 일어 났을 때 해당 모듈에 포함된 object들의 TimeStamp가 변경되었는지를 확인하여 각각의 object가 업데이트 되었는지를 알 수 있다.

 **H2. Stream Event 이용**

Object Carousel의 Stream Event 메시지 object를 통해 앞으로 전송될 이벤트의 EventName과 EventId 리스트를 미리 제공하고 이 정보를 바탕으로 애플리케이션이 필요한 특정 이벤트에 대해 subscribe한다. 애플리케이션이 요청한 이벤트가 stream event descriptor를 통해 전송되었을 때 미들웨어는 해당 descriptor를 애플리케이션에 제공하며 애플리케이션은 이 정보를 참조하여 데이터를 업데이트 한다.

1.

애플리케이션 코드 사인용 인증서 프로파일

애플리케이션을 위한 코드 사인용 인증서는 다음에 정의된 각 인증서 프로파일을 준용하여 발급하여야 한다.

각 필드의 지원 여부에 대한 의미는 다음과 같다.

 \* 생성 : 해당 필드를 삽입하여 인증서를 발급해야 함.

- m : mandatory, 반드시 해당 필드를 삽입하여 인증서를 발급해야 함.

- o : optional, 선택적으로 해당 필드를 인증서에 삽입하여 발급할 수 있음.

 \* 지원 : 인증서를 검증하는 수신기가 해당 필드를 해석하고 처리할 수 있도록 구현해야 함.

- m : mandatory, 반드시 해당 필드를 해석하고 처리할 수 있어야 함.

- o : optional, 해당 필드를 해석하고 처리하는 것을 선택적으로 구현할 수 있음.

 \* 확장 필드의 critical/non-critical에 대한 수신기의 처리.

- critical : 수신기는 인증서를 검증하기 위해 인증서의 각 필드를 분석하다가 인지하지 못하는 critical 확장 필드를 만나면, 이 인증서를 reject 해야 한다.

- non-critical : 수신기는 인증서를 검증하기 위해 인증서의 각 필드를 분석하다가 인지하지 못하는 critical 확장 필드를 만나더라도, 이를 무시하고 인증서 검증 프로세스를 진행할 수 있다.

**I.1. Root CA 인증서 프로파일**

* 기본 필드

| # | Field명 | ASN.1 type | Note | 지원 여부 |
| --- | --- | --- | --- | --- |
| 생성 | 지원 |
| 1 | Version | INTEGER | 0x2 (Version 3) | m | m |
| 2 | Serial Number | INTEGER | 자동 할당 | m | m |
| 3 | Issuer | 　 | (C=KR, O=TTA, OU=ACAP PKI, CN=TTA Root CA) - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 4 | Validity | 　 | 30+ years | m | m |
|  notBefore | UTCTime | 　 | m | m |
|  notAfter | UTCTime | 　 | m | m |
| 5 | Subject | 　 | (C=KR, O=TTA, OU=ACAP PKI, CN=TTA Root CA) - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 6 | Subject Public Key Info | 　 | 　 | m | m |
|  algorithm | OID | 전자서명인증체계 알고리즘 기술규격 준수 | m | m |
|  subjectPublicKey | BIT STRING | 　 | m | m |
| 7 | Extensions | Extensions | 　 | m | m |

* 확장 필드

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Field명 | ASN.1 type | Note | C | 지원여부 |
| 생성 | 지원 |
| 1 | Authority Key Identifier | 　 | 이 필드는 지원하지 않음 | - | x | x |
|  KeyIdentifier | OCTET STRING |
|  authorityCertIssuer | General Names |
| authorityCertSerialNumber | INTEGER |
| 2 | Subject Key Identifier | OCTET STRING | subjctPublicKey의 160비트 해쉬값 | n | m | m |
| 3 | Key Usage | BIT STRING | KeyCertSign, cRLSign | c | m | m |
| 4 | Certificate Policy | 　 | 　최상위인증기관 인증서 정책　　 | n | o | m |
|  policyIdentifier | OID | o | m |
|  policyQualifiers | 　 | o | m |
|  PolicyQualifierId | OID | o | m |
|  Qualifier | 　 | o | m |
|  CPSuri | IA5String | o | m |
|  UserNotice | 　 | o | m |
|  NoticeReference | SEQUENCE | - | m |
|  ExplicitText | BMPString | o | m |
| 5 | Policy Mappings | 　 | 　　 | n | o | m |
|  issuerDomainPolicy | OID |
|  subjectDomainPolicy | OID |
| 6 | Subject Alternative Names | otherName | 　 | n | o | m |
| 7 | Issuer Alternative Names | otherName | 지원하지 않음 | - | x | x |
| 8 | Basic Constraints | 　 | 　　 | c | m | m |
|  cA | TRUE | m | m |
|  pathLenConstraint | INTEGER | o | m |
| 9 | Policy Constraints | 　 | 　 | n | o | m |
|  requireExplicitPolicy | INTEGER | o | m |
|  inhibitPolicyMapping | INTEGER | - | - |
| 10 | Name Constraints | 　 | 　 | n | o | m |
|  permittedSubtrees | GeneralSubtrees |
|  excludedSubtrees | GeneralSubtrees |
| 11 | Extended Key Usage | OID | 지원하지 않음 | - | x | x |
| 12 | CrlDistributionPoint | 　 | 　　 | n | o | m |
|  distributionPoint | dISTRIBUTIONpOINTnAME | o | m |
|  reasons | ReasongFlags | o | m |
|  cRLIssuer | GeneralNames | o | m |
| 13 | Authority Information Access | 　 | 지원하지 않음　　 | - | x | x |
|  accessMethod | OID |
|  accessLocation | GeneralNames |
| 14 | Private key usage period | 　 | 　 | n | o | m |
| 15 | subject Directory attributes | 　 | 　 | n | o | m |

**I.2. CA 인증서 기본필드**

* 기본 필드

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| # | Field명 | ASN.1 type | Note | 지원여부 |
| 생성 | 지원 |
| 1 | Version | INTEGER | 0x2 (Version 3) | m | m |
| 2 | Serial Number | INTEGER | 자동 할당 | m | m |
| 3 | Issuer | 　 | (C=KR, O=TTA, OU=ACAP PKI, CN=TTA Root CA) - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 4 | Validity | 　 | 20 years | m | m |
|  notBefore | UTCTime | 　 | m | m |
|  notAfter | UTCTime | 　 | m | m |
| 5 | Subject | 　 | C=KRO=<Company Name\*>CN=<Company Name\*> CVC CA - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 6 | Subject Public Key Info | 　 | 　 | m | m |
|  algorithm | OID | 　 | m | m |
|  subjectPublicKey | BIT STRING | 　 | m | m |
| 7 | Extensions | Extensions | 　 | m | m |

* 확장 필드

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Field명 | ASN.1 type | Note | C | 지원여부 |
| 생성 | 지원 |
| 1 | Authority Key Identifier | 　 |  | n | m | m |
|  KeyIdentifier | OCTET STRING | m | m |
|  authorityCertIssuer | General Names | m | m |
|  authorityCertSerialNumber | INTEGER | m | m |
| 2 | Subject Key Identifier | OCTET STRING | subjctPublicKey의 160비트 해쉬값 | n | m | m |
| 3 | Key Usage | BIT STRING | KeyCertSign, cRLSign | c | m | m |
| 4 | Certificate Policy | 　 | 　인증기관 인증서 정책　 | n | o | m |
|  policyIdentifier | OID | o | m |
|  policyQualifiers | 　 | o | m |
|  PolicyQualifierId | OID | o | m |
|  Qualifier | 　 | o | m |
|  CPSuri | IA5String | o | m |
|  UserNotice | 　 | o | m |
|  NoticeReference | SEQUENCE | - | m |
|  ExplicitText | BMPString | o | m |
| 5 | Policy Mappings | 　 | 　 | - | - | - |
|  issuerDomainPolicy | OID | 　 |
|  subjectDomainPolicy | OID | 　 |
| 6 | Subject Alternative Names | otherName | 　 | n | o | m |
| 7 | Issuer Alternative Names | otherName | 　 | n | o | m |
| 8 | Basic Constraints | 　 | pathLenConstraint=0 | c | m | m |
|  cA | TRUE | m | m |
|  pathLenConstraint | INTEGER | m | m |
| 9 | Policy Constraints | 　 | 　 | n | o | m |
|  requireExplicitPolicy | INTEGER | 　 | o | m |
|  inhibitPolicyMapping | INTEGER | 　 | - | - |
| 10 | Name Constraints | 　 | 　 | n | o | m |
|  permittedSubtrees | GeneralSubtrees | 　 |
|  excludedSubtrees | GeneralSubtrees | 　 |
| 11 | Extended Key Usage | OID | 지원하지 않음 | - | x | x |
| 12 | CrlDistributionPoint | 　 | ARL 획득 정보(URI)ldap://hostname[:portnumber]/dn[?attribute] | n | o | m |
|  distributionPoint | DistributionPointName | o | m |
|  reasons | ReasongFlags | o | m |
|  cRLIssuer | GeneralNames | o | m |
| 13 | Authority Information Access | 　 | 지원하지 않음 | - | x | x |
|  accessMethod | OID | 　 |
|  accessLocation | GeneralNames | 　 |
| 14 | Private key usage period | 　 | 　 | n | o | m |
| 15 | subject Directory attributes | 　 | 　 | n | o | m |

**I.3. 애플리케이션 인증서 프로파일**

* 기본 필드

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| # | Field명 | ASN.1 type | Note | 지원여부 |
| 생성 | 지원 |
| 1 | Version | INTEGER | 0x2 (Version 3) | m | m |
| 2 | Serial Number | INTEGER | 자동 할당 | m | m |
| 3 | Issuer | 　 | (C=KR, O=TTA (ACAP PKI), CN=TTA CVC CA) - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 4 | Validity | 　 | Up to 10 years | m | m |
|  notBefore | UTCTime | 　 | m | m |
|  notAfter | UTCTime | 　 | m | m |
| 5 | Subject | 　 | C=KRO=<Company Name\*>CN=<Company Name\*> Application CVC - [KCAC.TS.DN] 준수 - C(Country)는 printableString, 그 이외의 속성값은 utf8String | m | m |
|  type | OID | m | m |
|  value | printableString or utf8String | m | m |
| 6 | Subject Public Key Info | 　 | 　 | m | m |
|  algorithm | OID | 　 | m | m |
|  subjectPublicKey | BIT STRING | 　 | m | m |
| 7 | Extensions | Extensions | 　 | m | m |

* 확장 필드

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| # | Field명 | ASN.1 type | Note | C | 지원여부 |
| 생성 | 지원 |
| 1 | Authority Key Identifier | 　 | 3가지 값을 모두 사용 | n | m | m |
|  KeyIdentifier | OCTET STRING | m | m |
|  authorityCertIssuer | General Names | m | m |
|  authorityCertSerialNumber | INTEGER | m | m |
| 2 | Subject Key Identifier | OCTET STRING | subjctPublicKey의 160비트 해쉬값 | n | m | m |
| 3 | Key Usage | BIT STRING | Digital Signature, non-Repudiation | n | o | m |
| 4 | Certificate Policy | 　 | 　인증기관 인증서 정책　 | n | o | m |
|  policyIdentifier | OID | o | m |
|  policyQualifiers | 　 | o | m |
|  PolicyQualifierId | OID | o | m |
|  Qualifier | 　 | o | m |
|  CPSuri | IA5String | o | m |
|  UserNotice | 　 | o | m |
|  NoticeReference | SEQUENCE | o | m |
|  ExplicitText | BMPString | o | m |
| 5 | Policy Mappings | 　 | 　 | - | - | - |
|  issuerDomainPolicy | OID | 　 |
|  subjectDomainPolicy | OID | 　 |
| 6 | Subject Alternative Names | otherName | 　 | n | o | m |
| 7 | Issuer Alternative Names | otherName | 　 | n | o | m |
| 8 | Basic Constraints | 　 | 지원하지 않음 | - | x | x |
|  cA | FALSE | 　 |
|  pathLenConstraint | INTEGER | 　 |
| 9 | Policy Constraints | 　 | 　 | - | - | - |
|  requireExplicitPolicy | INTEGER | 　 |
|  inhibitPolicyMapping | INTEGER | 　 |
| 10 | Name Constraints | 　 | 　 | - | - | - |
|  permittedSubtrees | GeneralSubtrees | 　 |
|  excludedSubtrees | GeneralSubtrees | 　 |
| 11 | Extended Key Usage | OID | id-kp-codeSigning | c | m | m |
| 12 | CrlDistributionPoint | 　 | CRL 획득정보 (URI)ldap://hostname[:portnumber]/dn[?attribute] | c | o | m |
|  distributionPoint | DistributionPointName | o | m |
|  reasons | ReasongFlags | - | - |
|  cRLIssuer | GeneralNames | o | m |
| 13 | Authority Information Access | 　 | 온라인 폐기 목록의 접근 고려 | n | o | m |
|  accessMethod | OID |
|  accessLocation | GeneralNames |
| 14 | Private key usage period | 　 | 　 | n | o | m |
| 15 | subject Directory attributes | 　 | 　 | n | o | m |

1.

지상파 데이터 방송 표준 API 리스트

본 부속서에서는 본 표준에서 정의하고 있는 API 리스트를 보여준다. 지상파 데이터 방송 애플리케이션은 본 부속서에서 정의하고 있는 API 범위에서 구현되어야 한다.

**J.1. Java (PBP 1.1 기준)**

애플리케이션은 PBP 1.1 API 중 아래 나열한 API 범위에서만 구현되어야 한다.

애플리케이션은 PBP 1.1 API 중 아래 나열한 API 범위에서만 구현되어야 한다.

| Package | Classes |
| --- | --- |
| java.awt | ActiveEventAdjustableAlphaCompositeAWTErrorAWTEventAWTEventMulticasterAWTExceptionAWTPermissionBorderLayoutCardLayoutColorcolor.ColorSpaceComponentCompositeContainerCursorDimensionEventQueueFlowLayoutFontFontMetricsFrameGraphics | Graphics2DGraphicsConfigurationGraphicsDeviceGraphicsEnvironmentGridBagConstraintsGridBagLayoutGridLayoutIllegalComponentStateExceptionImageInsetsItemSelectableLayoutManagerLayoutManager2MediaTrackerPointPolygonRectangleShapeSystemColorToolkitTransparencyWindow |
| java.awt.event | ActionEventActionListenerAdjustmentEventAdjustmentListenerAWTEventListenerComponentAdapterComponentEventComponentListenerContainerAdapterContainerEventContainerListenerFocusAdapterFocusEventFocusListenerInputEventInvocationEvent | ItemEventItemListenerKeyAdapterKeyEventKeyListenerMouseAdapterMouseEventMouseListenerMouseMotionAdapterMouseMotionListenerPaintEventTextEventTextListenerWindowAdapterWindowEventWindowListener |
| java.awt.image | AreaAveragingScaleFilterBufferedImageColorModelCropImageFilterDataBufferDirectColorModelFilteredImageSourceImageConsumerImageFilter | ImageObserverImageProducerIndexColorModelMemoryImageSourcePixelGrabberRasterFormatExceptionReplicateScaleFilterRGBImageFilter |
| java.beans | VetoableChangeListenerPropertyChangeEventPropertyChangeListenerPropertyChangeSupport | VetoableChangeSupportBeansPropertyVetoExceptionVisibility |
| java.lang | AbstractMethodErrorArithmeticExceptionArrayIndexOutOfBoundsExceptionArrayStoreExceptionBooleanByteCharacterClassClassCastExceptionClassCircularityErrorClassFormatErrorClassLoaderClassNotFoundExceptionCloneableCloneNotSupportedExceptionComparableCompilerDoubleErrorExceptionExceptionInInitializerErrorFloatIllegalAccessErrorIllegalAccessExceptionIllegalArgumentExceptionIllegalMonitorStateExceptionIllegalStateExceptionIllegalThreadStateExceptionIncompatibleClassChangeErrorIndexOutOfBoundsExceptionInheritableThreadLocalInstantiationErrorInstantiationExceptionIntegerInternalErrorInterruptedExceptionLinkageErrorLongMath | NegativeArraySizeExceptionNoClassDefFoundErrorNoSuchFieldErrorNoSuchFieldExceptionNoSuchMethodErrorNoSuchMethodExceptionNullPointerExceptionNumberNumberFormatExceptionObjectOutOfMemoryErrorPackageProcessRunnableRuntimeRuntimeExceptionRuntimePermissionSecurityExceptionSecurityManagerShortStackOverflowErrorStrictMathStringStringBufferStringIndexOutOfBoundsExceptionSystemThreadThreadDeathThreadGroupThreadLocalThrowableUnknownErrorUnsatisfiedLinkErrorUnsupportedClassVersionErrorUnsupportedOperationExceptionVerifyErrorVirtualMachineErrorVoid |
| java.lang.ref | PhantomReferenceReferenceReferenceQueue | SoftReferenceWeakReference |
| java.lang.reflect | AccessibleObjectArrayConstructorFieldInvocationHandlerInvocationTargetException | MemberMethodModifierProxyReflectPermissionUndeclaredThrowableException |
| java.io | BufferedInputStreamBufferedOutputStreamBufferedReaderBufferedWriterByteArrayInputStreamByteArrayOutputStreamCharArrayReaderCharArrayWriterCharConversionExceptionDataInputDataInputStreamDataOutputDataOutputStreamEOFExceptionExternalizableFileFileDescriptorFileFilterFileInputStreamFilenameFilterFileNotFoundExceptionFileOutputStreamFilePermissionFileReaderFileWriterFilterInputStreamFilterOutputStreamFilterReaderFilterWriterInputStreamInputStreamReaderInterruptedIOExceptionInvalidClassExceptionInvalidObjectExceptionIOExceptionLineNumberReader | NotActiveExceptionNotSerializableExceptionObjectInputObjectInputStreamObjectInputValidationObjectOutputObjectOutputStreamObjectStreamClassObjectStreamConstantsObjectStreamExceptionObjectStreamFieldOptionalDataExceptionOutputStreamOutputStreamWriterPipedInputStreamPipedOutputStreamPipedReaderPipedWriterPrintStreamPrintWriterPushbackInputStreamPushbackReaderRandomAccessFileReaderSequenceInputStreamSerializableSerializablePermissionStreamCorruptedExceptionStreamTokenizerStringReaderStringWriterSyncFailedExceptionUnsupportedEncodingExceptionUTFDataFormatExceptionWriteAbortedExceptionWriter |
| java.math | BigInteger |  |
| java.net | AuthenticatorBindExceptionConnectExceptionContentHandlerContentHandlerFactoryDatagramPacketDatagramSocketDatagramSocketImplDatagramSocketImplFactoryFileNameMapHttpURLConnectionInetAddressJarURLConnectionMalformedURLExceptionMulticastSocketNetPermissionNoRouteToHostExceptionPasswordAuthentication | ProtocolExceptionServerSocketSocketSocketExceptionSocketImplSocketImplFactorySocketOptionsSocketPermissionUnknownHostExceptionUnknownServiceExceptionURLURLClassLoaderURLConnectionURLDecoderURLEncoderURLStreamHandlerURLStreamHandlerFactory |
| java.rmi | AccessExceptionAlreadyBoundExceptionNotBoundExceptionregistry.Registry | RemoteRemoteExceptionUnexpectedException |
| java.security | AccessControlContextAccessControlExceptionAccessControllerAlgorithmParameterGeneratorAlgorithmParameterGeneratorSpiAlgorithmParametersAlgorithmParametersSpiAllPermissionBasicPermissionCertificateCodeSourceDigestExceptionDigestInputStreamDigestOutputStreamDomainCombinerGeneralSecurityExceptionGuardGuardedObjectIdentityIdentityScopeInvalidAlgorithmParameterExceptionInvalidKeyExceptionInvalidParameterExceptionKeyKeyExceptionKeyFactoryKeyFactorySpiKeyManagementExceptionKeyPairKeyPairGeneratorKeyPairGeneratorSpiKeyStore | KeyStoreExceptionKeyStoreSpiMessageDigestMessageDigestSpiNoSuchAlgorithmExceptionNoSuchProviderExceptionPermissionPermissionCollectionPermissionsPolicyPrincipalPrivateKeyPrivilegedActionPrivilegedActionExceptionPrivilegedExceptionActionProtectionDomainProviderProviderExceptionPublicKeySecureClassLoaderSecureRandomSecureRandomSpiSecuritySecurityPermissionSignatureSignatureExceptionSignatureSpiSignedObjectSignerUnrecoverableKeyExceptionUnresolvedPermission |
| java.security.acl | AclAclEntryAclNotFoundExceptionGroup | LastOwnerExceptionNotOwnerExceptionOwnerPermission |
| java.security.cert | CertificateCertificateEncodingExceptionCertificateExceptionCertificateExpiredExceptionCertificateFactoryCertificateFactorySpiCertificateNotYetValidException | CertificateParsingExceptionCRLCRLExceptionX509CertificateX509CRLX509CRLEntryX509Extension |
| java.security.interfaces | DSAKeyDSAKeyPairGeneratorDSAParamsDSAPrivateKeyDSAPublicKey | RSAKeyRSAPrivateCrtKeyRSAPrivateKeyRSAPublicKey |
| java.security.spec | AlgorithmParameterSpecDSAParameterSpecDSAPrivateKeySpecDSAPublicKeySpecEncodedKeySpecInvalidKeySpecExceptionInvalidParameterSpecException | KeySpecPKCS8EncodedKeySpecRSAKeyGenParameterSpecRSAPrivateCrtKeySpecRSAPrivateKeySpecRSAPublicKeySpecX509EncodedKeySpec |
| java.text | AnnotationAttributedCharacterIteratorAttributedStringBreakIteratorCharacterIteratorChoiceFormatCollationElementIteratorCollationKeyCollatorDateFormatDateFormatSymbols | DecimalFormatDecimalFormatSymbolsFieldPositionFormatMessageFormatNumberFormatParseExceptionParsePositionRuleBasedCollatorSimpleDateFormatStringCharacterIterator |
| java.util | AbstractCollectionAbstractListAbstractMapAbstractSequentialListAbstractSetArrayListArraysBitSetCalendarCollectionCollectionsComparatorConcurrentModificationExceptionDateDictionaryEmptyStackExceptionEnumerationEventListenerEventObjectGregorianCalendarHashMapHashSetHashtableIteratorLinkedListListListIterator | ListResourceBundleLocaleMapMissingResourceExceptionNoSuchElementExceptionObservableObserverPropertiesPropertyPermissionPropertyResourceBundleRandomResourceBundleSetSimpleTimeZoneSortedMapSortedSetStackStringTokenizerTimerTimerTaskTimeZoneTooManyListenersExceptionTreeMapTreeSetVectorWeakHashMap |
| java.util.jar | AttributesJarEntryJarExceptionJarFile | JarInputStreamJarOutputStreamManifest |
| java.util.zip | Adler32CheckedInputStreamCheckedOutputStreamChecksumCRC32DataFormatExceptionDeflaterDeflaterOutputStreamGZIPInputStream | GZIPOutputStreamInflaterInflaterInputStreamZipConstantsZipEntryZipExceptionZipFileZipInputStreamZipOutputStream |
| javax.microedtion.io | ConnectionConnectionNotFoundExceptionConnectorContentConnectionDatagramDatagramConnection | HttpConnectionInputConnectionOutputConnectionStreamConnectionStreamConnectionNotifier |
| javax.microedition.xlet.ixc | IxcPermissionIxcRegistry | StubException |
| javax.microedition.xlet | UnavailableContainerExceptionXlet | XletContextXletStateChangeException |

**J.2. JSSE 1.0.2**

|  |  |
| --- | --- |
| Package | Classes |
| javax.net | ServerSocketFactory | SocketFactory |
| javax.net.ssl | HandshakeCompletedEventHandshakeCompletedListenerSSLExceptionSSLHandshakeExceptionSSLKeyExceptionSSLPeerUnverifiedExceptionSSLProtocolExceptionSSLServerSocket | SSLServerSocketFactorySSLSessionSSLSessionBindingEventSSLSessionBindingListenerSSLSessionContextSSLSocketSSLSocketFactory |
| javax.security.cert | CertificateCertificateEncodingExceptionCertificateExceptionCertificateExpiredException | CertificateNotYetValidExceptionCertificateParsingExceptionX509Certificate |

**J.3. JMF 1.0**

| Package | Classes |
| --- | --- |
| javax.media | ClockClockStartedErrorClockStoppedExceptionConnectionErrorEventControlControllerControllerClosedEventControllerErrorEventControllerEventControllerListenerDataStarvedEventDeallocateEventDurationDurationUpdateEventEndOfMediaEventGainChangeEventGainChangeListenerGainControlIncompatibleSourceExceptionIncompatibleTimeBaseExceptionInternalErrorEvent | ManagerMediaErrorMediaEventMediaExceptionMediaHandlerMediaLocatorMediaProxyMediaTimeSetEventRateChangeEventRealizeCompleteEventResourceUnavailableEventRestartingEventStartEventStopAtTimeEventStopByRequestEventStopEventStopTimeChangeEventStopTimeSetErrorTimeTimeBaseTransitionEvent |
| javax.media.protocol | ContentDescriptorControlsDataSourcePositionablePullDataSourcePullSourceStreamPushDataSourcePushSourceStream | RateConfigurationRateConfigureableRateRangeSeekableSourceStreamSourceTransferHandlerURLDataSource |

**J.4. Java TV 1.1**

| Package | Classes |
| --- | --- |
| javax.tv.graphics | AlphaColor | TVContainer |
| javax.tv.locator | InvalidLocatorExceptionLocator | LocatorFactoryMalformedLocatorException |
| javax.tv.media | AWTVideoSizeAWTVideoSizeControlMediaSelectCARefusedEventMediaSelectControlMediaSelectEvent | MediaSelectFailedEventMediaSelectListenerMediaSelectPermissionMediaSelectSucceededEvent |
| javax.tv.net | InterfaceMap |  |
| javax.tv.service.guide | ContentRatingAdvisoryProgramEventProgramEventDescriptionProgramSchedule | ProgramScheduleChangeTypeProgramScheduleEventProgramScheduleListener |
| javax.tv.service.navigation | CAIdentificationDeliverySystemTypeFavoriteServicesNameFilterNotSupportedExceptionLocatorFilterPreferenceFilterServiceComponentServiceComponentChangeEventServiceComponentChangeListenerServiceDescription | ServiceDetailsServiceDetailsSIChangeEventServiceFilterServiceIteratorServiceListServiceProviderInformationServiceTypeFilterSIElementFilterSortNotAvailableExceptionStreamType |
| javax.tv.service.selection | AlternativeContentEventInsufficientResourcesExceptionInvalidServiceComponentExceptionNormalContentEventPresentationChangedEventPresentationTerminatedEventSelectionFailedEventSelectPermissionServiceContentHandler | ServiceContextServiceContextDestroyedEventServiceContextEventServiceContextExceptionServiceContextFactoryServiceContextListenerServiceContextPermissionServiceMediaHandler |
| javax.tv.service | RatingDimensionReadPermissionServiceServiceInformationTypeServiceMinorNumberServiceNumberServiceTypeSIChangeEventSIChangeListener | SIChangeTypeSIElementSIExceptionSIManagerSIRequestSIRequestFailureTypeSIRequestorSIRetrievable |
| javax.tv.service.transport | NetworkNetworkChangeEventNetworkChangeListenerNetworkCollectionServiceDetailsChangeEventServiceDetailsChangeListener | TransportTransportSIChangeEventTransportStreamTransportStreamChangeEventTransportStreamChangeListenerTransportStreamCollection |
| javax.tv.util | TVTimerTVTimerScheduleFailedException | TVTimerSpecTVTimerWentOffEventTVTimerWentOffListener |
| javax.tv.xlet | XletXletContext | XletStateChangeException |

**J.5. DVB-MHP**

본 절에서 나열한 API 리스트는 MHP 1.0.3(‘ETSI TS 101 812 V1.3. 1’)에 정의하고 있는 API 리스트 중 본 표준에서 참조하고 있는 API만 나타낸 것이다. 따라서, 본 표준에 만족하는 애플리케이션을 제작하기 위해서는 DVB-MHP API 리스트 중 본 절에서 나열한 API 범위에서만 사용하여야 한다.

| Package | Classes |
| --- | --- |
| org.dvb.application | AppsDatabaseAppsDatabaseFilterAppAttributesAppsControlPermissionAppIconAppIDLanguageNotAvailableExceptionCurrentServiceFilter | AppStateChangeEventAppsDatabaseEventListenerDVBJProxyRunningApplicationsFilterAppStateChangeEventListenerAppProxyAppsDatabaseEventIllegalProfileParameterException |
| org.dvb.io.ixc | IxcRegistry |  |
| org.dvb.dsmcc | AsynchronousLoadingEventAsynchronousLoadingEventListenerDSMCCExceptionDSMCCObjectDSMCCStreamDSMCCStreamEventIllegalObjectTypeExceptionInsufficientResourcesEventInsufficientResourcesExceptionInvalidAddressExceptionInvalidFormatEventInvalidFormatExceptionInvalidPathnameEventInvalidPathNameExceptionLoadingAbortedEventMPEGDeliveryErrorEventMPEGDeliveryExceptionNotEntitledEventNotEntitledExceptionNothingToAbortException | NotLoadedExceptionNPTDiscontinuityEventNPTListenerNPTPresentEventNPTRateNPTRateChangeEventNPTRemovedEventNPTStatusEventObjectChangeEventObjectChangeEventListenerServerDeliveryErrorEventServerDeliveryExceptionServiceDomainServiceXFRErrorEventServiceXFRExceptionServiceXFRReferenceStreamEventStreamEventListenerSuccessEventUnknownEventException |
| org.dvb.event | EventManagerOverallRepositoryRepositoryDescriptorUserEvent | UserEventAvailableEventUserEventListenerUserEventRepositoryUserEventUnavailableEvent |
| org.dvb.io.persistent | FileAccessPermissions | FileAttributes |
| org.dvb.lang | DVBClassLoader |  |
| org.dvb.media | ActiveFormatDescriptionChangedEventAspectRatioChangedEventBackgroundVideoPresentationControlDFCChangedEventDripFeedDataSourceDripFeedPermissionNoComponentSelectedEvent | PresentationChangedEventServiceRemovedEventStopByResourceLossEventVideoFormatControlVideoFormatEventVideoFormatListenerVideoPresentationControlVideoTransformation |
| org.dvb.net | DatagramSocketBufferControl |  |
| org.dvb.net.rc | ConnectionEstablishedEventConnectionFailedEventConnectionListenerConnectionParametersConnectionRCEventConnectionRCInterfaceConnectionTerminatedEvent | IncompleteTargetExceptionPermissionDeniedExceptionRCInterfaceRCInterfaceManagerRCInterfaceReleasedEventRCInterfaceReservedEventRCPermission |
| org.dvb.ui | DVBAlphaCompositeDVBBufferedImageDVBColorDVBGraphicsDVBRasterFormatExceptionDVBTextLayoutManagerFontFactory | FontFormatExceptionFontNotAvailableExceptionTestOpacityTextOverflowListenerUnsupportedDrawingOperationException |
| org.dvb.user | FacilityGeneralPreferencePreferenceUnsupportedPreferenceException | UserPreferenceChangeEventUserPreferenceChangeListenerUserPreferenceManagerUserPreferencePermission |

**J.6. DAVIC 1.4.1p9**

| Package | Classes |
| --- | --- |
| org.davic.media | AudioLanguageControlLanguageControlLanguageNotAvailableExceptionMediaLocatorMediaPresentedEventMediaTimePositionChangedEvent | MediaTimePositionControlNotAuthorizedExceptionNotAuthorizedMediaExceptionResourceReturnedEventResourceWithdrawnEvent |
| org.davic.mpeg | ApplicationOriginElementaryStreamNotAuthorizedExceptionNotAuthorizedInterfaceObjectUnavailableException | ResourceExceptionServiceTransportStreamTuningException |
| org.davic.mpeg.sections | ConnectionLostExceptionEndOfFilteringEventFilteringInterruptedExceptionFilterResourceExceptionFilterResourcesAvailableEventForcedDisconnectedEventIllegalFilterDefinitionExceptionIncompleteFilteringEventInvalidSourceExceptionNoDataAvailableExceptionRingSectionFilter | SectionSectionAvailableEventSectionFilterSectionFilterEventSectionFilterExceptionSectionFilterGroupSectionFilterListenerSimpleSectionFilterTableSectionFilterTimeOutEventVersionChangeDetectedEvent |
| org.davic.net | InvalidLocatorExceptionLocator | TransportDependentLocator |
| org.davic.net.tuning | DeliverySystemTypeIncorrectLocatorExceptionNetworkInterfaceNetworkInterfaceControllerNetworkInterfaceEventNetworkInterfaceExceptionNetworkInterfaceListenerNetworkInterfaceManagerNetworkInterfaceReleasedEvent | NetworkInterfaceReservedEventNetworkInterfaceTuningEventNetworkInterfaceTuningOverEventNoFreeInterfaceExceptionNotOwnerExceptionNotTunedExceptionStreamNotFoundExceptionStreamTable |
| org.davic.resources | ResourceClientResourceProxyResourceServer | ResourceStatusEventResourceStatusListener |

**J.7. HAVi 1.1**

| Package | Classes |
| --- | --- |
| org.havi.ui.event | HActionEventHActionListenerHAdjustmentEventHAdjustmentListenerHBackgroundImageEventHBackgroundImageListenerHEventGroupHEventRepresentationHFocusEventHFocusListenerHItemEventHItemListenerHKeyCapabilities | HKeyEvent HKeyListenerHMouseCapabilitiesHRcCapabilitiesHRcEventHScreenConfigurationEventHScreenConfigurationListenerHScreenDeviceReleasedEventHScreenDeviceReservedEventHScreenLocationModifiedEventHScreenLocationModifiedListenerHTextEventHTextListener |
| org.havi.ui | HActionableHActionInputPreferredHAdjustableLookHAdjustmentInputPreferredHAdjustmentValueHAnimateEffectHAnimateLookHAnimationHBackgroundConfigTemplateHBackgroundConfigurationHBackgroundDeviceHBackgroundImageHChangeDataHComponentHComponentOrderingHConfigurationExceptionHContainerHDefaultTextLayoutManagerHEmulatedGraphicsConfigurationHEmulatedGraphicsDeviceHEventMulticasterHExtendedLookHFlatEffectMatteHFlatMatteHFontCapabilitiesHGraphicButtonHGraphicLookHGraphicsConfigTemplateHGraphicsConfigurationHGraphicsDeviceHIconHImageEffectMatteHImageHintsHImageMatteHInvalidLookExceptionHItemValueHKeyboardInputPreferredHListElementHListGroupHListGroupLookHLookHMatteHMatteExceptionHMatteLayer | HMultilineEntryHMultilineEntryLookHNavigableHNavigationInputPreferredHNoInputPreferredHOrientableHPermissionDeniedExceptionHRangeHRangeLookHRangeValueHSceneHSceneFactoryHSceneTemplateHScreenHScreenConfigTemplateHScreenConfigurationHScreenDeviceHScreenDimensionHScreenPointHScreenRectangleHSelectionInputPreferredHSinglelineEntryHSinglelineEntryLookHSoundHStateHStaticAnimationHStaticIconHStaticRangeHStaticTextHStillImageBackgroundConfigurationHSwitchableHTextHTextButtonHTextLayoutManagerHTextLookHTextValueHToggleButtonHToggleGroupHUIExceptionHVersionHVideoComponentHVideoConfigTemplateHVideoConfigurationHVideoDeviceHVisible |

**J.8. OCAP 1.0**

아래 나열한 API는 OCAP 1.0에 정의된 API로써 본 절에 기술된 API만 OCAP에서 참조하여 사용하도록 정하고 있다.

|  |  |
| --- | --- |
| Package | Classes |
| org.ocap.storage | StorageManagerStorageManagerListenerStorageManagerEventLogicalStorageVolumeRemovableStorageOption | DetachableStorageOptionStorageOptionStorageProxyExtendedFileAccessPermissions |
| org.ocap.media | ClosedCaptioningListenerClosedCaptioningEvent | ClosedCaptioningControl |
| org.ocap.net | OcapLocator |  |

**J.9. ACAP**

|  |  |
| --- | --- |
| Package | Classes |
| org.acap.test | ACAPTest |  |
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지상파 데이터 방송

개정내용 해설

이 해설은 본체 및 부속서에 규정/기재한 사항 및 이것에 관련된 사항을 설명하는 것으로 표준의 일부는 아니다

# 개정의 취지

주파수를 집성 기술을 위해 다중 공중선을 사용하는 이동 통신용 무설 설비를 시험 할 수 있도록 하려는 것임

# 주요 개정 내용

1. 성능시험 일반적 사항으로 신호혼합기 신설
2. 성능시험 일반적 사항으로 주파수 집성 다중 공중선 신설
3. 공중선전력, 스퓨리어스영역 불요발사 측정방법에서 주파수 집성 다중 공중선 신호를 측정하는 경우 시험구성도 추가
4. ‘주파수측정장비’를 ‘스펙트럼분석기’로 수정
5. 공중선전력, 스퓨리어스영역 불요발사 측정방법에서 주파수 집성 다중 공중선 신호를 측정하는 경우 측정방법 추가
6. 대역외영역 불요발사 측정방법의 시험절차에 이동국의 경우 측정방법 추가
7. 기타사항 추가
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